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【重要】当グループ各社代表を騙る「LINE グループ作成」依頼等の詐欺メールにご注意ください 

当グループ各社・各社代表を騙り LINE グループの作成および、QR コードを要求する不審な 

メールが複数確認されています。当社では、社名および代表名義で取引先様、個人の方に個別で

LINE グループの作成や、QR コードを要求することは一切ございません。 

下記のようなメール、メッセージを受け取られた場合は指示に従わないようご注意ください。 

 

【メール文例】 

メールを受け取った後、今後の業務プロジェクトに対応するため、新しい LINE のワークグループ

を作成してください。他のメンバーの追加は、私が参加した後に行ってください。グループ作成が

完了しましたら、グループの QR コードを発行し、このメールに返信して送ってください。私が

QR コードからグループに参加した後、業務調整を進めます。お手数をおかけしますが、よろしく

お願いいたします。 

 

このようなメール、メッセージは、QR コードで LINE グループに入り込み、個人情報や企業の 

内部情報の抜き取り、金銭の要求などさらなる詐欺を仕掛けることが狙いです。 

当社では業務目的でこのような指示、依頼は一切行っておりません。 



【もし受け取られた場合は…】 

・メールの指示に従わず、返信や共有は行わないでください。 

・グループ参加等をせず、速やかに削除ください。 

・URL や QR コードが記載されている場合はアクセスしないでください。 

・個人情報やそれらに繋がる情報提供は一切行わないでください。 

・万が一、情報を入力した場合には速やかに警察（サイバー犯罪相談窓口など）、銀行にご相談 

ください。 

 

現在、同様の内容で LINE を経由した法人口座の聞き取りや、金銭の振り込みを求めるビジネス 

メール詐欺が全国的に増加傾向にあります。 

何卒ご注意くださいますようお願い申し上げます。 

以上 


